**Use Case Description**

|  |  |  |
| --- | --- | --- |
| Use case name: | Disable User Account | |
| Scenario: | Admin user wants to disable the account. | |
| Triggering event: | Admin user clicks “Disable” | |
| Brief description: | Account access is disabled; Ivy Beyond the Wall will hide most details | |
| Actors: | Admin user | |
| Related use cases: | Create user account | |
| Stakeholders: | User | |
| Preconditions: | Established user profile | |
| Postconditions: | Information no longer available to share or contact | |
| Flow of activities 1 (not Ivy Beyond the Wall): | Actor:   1. Admin user clicks “Disable” on selected user account 2. Admin user confirms it is NOT an Ivy Beyond the Wall 3. Admin user clicks “Submit” to confirm disabling account or clicks “Cancel” to discard changes | System:   1. System prompts user, “Ivy Beyond the Wall?” 2. System prompts for administrative credentials/password 3. If “Cancel”, system discards any changes and returns to ACL interface. 4. If “Confirm”, the system validates admin account credentials and system disables user account access |
| Flow of activities 2 ( Ivy Beyond the Wall): | Actor:   1. Admin user clicks “Disable” on selected user account 2. Admin user confirms it IS an Ivy Beyond the Wall 3. Admin user submits Date of Death 4. Admin User clicks “Submit” to confirm disabling account or clicks “Cancel” to discard changes | System:   1. System prompts user, “Ivy Beyond the Wall?” 2. System prompts for “Date of Death” 3. System prompts for administrative credentials/password 4. If “Cancel”, system discards any changes and returns to ACL interface. 5. If “Confirm”, the system validates admin account credentials and system disables user account access    1. Remove access for user    2. Hide all info other than name, name of line, date of pledge, date of birth, and date of death |
| Exception conditions: | User does not have admin rights | |